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Technology, Reforms, and Substitution Effects

- Boss Tweed's Tammany Hall Political Machine faced challenges and
turned to violence

- Secret Ballot in 1890s USA and Germany led to election violence as it
became more difficult to buy votes

- Transparent ballot boxes in Pakistan and other elections create
incentives for candidates to change tactics

- Biometrics and other improvements in registration methods make
cheating more difficult, increasing competitiveness and short-term
risks of violence

"The April elections were heralded as among the
fairest in Nigeria's history, but they also were among
the bloodiest," said Corinne Dufka, senior West Africa
researcher at Human Rights Watch (2011).







E-voting

- "Recording, casting or counting votes in political elections and referendums
involving new technologies" (International IDEA)

- Used in more than 20 countries (including the USA, Canada, Brazil, Venezuela,
Peru, Australia, India, Russia, Estonia Finland, France, Belgium, Norway,
Switzerland, etc) and many others are planning introduction and carrying out
trials.

- Types of e-voting systems

> DRE (Direct Recording Electronics): with or without paper trails (VVPAT)
> OMR (Optical Mark Recognition): machine-readable ballot papers

> EBP (Electronic Ballot Printers): DRE+OMR

> Internet voting systems (i-voting)

- E-voting:
> Controlled vs. uncontrolled environments
> With our without independent physical evidence (VVPAT)
> Proprietary code vs. open source
> With or without voter authentication
> Internationally developed vs. domestically developed




E-voting: advantages and disadvantages

ADVANTAGES DISADVANTAGES

- Faster and more reliable - Lack of transparency (can create
results (human error excluded) difficulties for observers, citizens, etc)
- Increased accessibility (audio ballot -Limited openness and understanding
for blind voters, multilingual, etc) of the system for non-experts.

- Facilitates out-of-country - Potential risk of violation of the
voting (i-voting) secrecy of the vote (specially if e-vote

- Efficient handling of complicated is combined with biometric registry)

electoral systems formulae - Risk of external attacks: hackers

- Improved presentation of

complicated ballot papers - Risk of internal attacks: manipulation

by small group of insiders with

- Prevention of fraud in polling privileged access (large-scale fraud)
stations and during transmission
of ballots (reduced human
intervention)

- Reduced level of control by the EMB
because of vendor/technology
dependence

- Potential increase of participation

(specially with i-voting) - Limited recount possibilities




Electoral violence and e-voting

- The use of Information Technologies for election management, and specially e-
voting, could be a trigger of electoral violence or a solution to it.

» In countries with low trust in the electoral system, the introduction of new

technologies could lead to more mistrust and therefore potential conflict.

"In some countries the electoral process, and especially the counting process, can be tense events.
Sometimes tensions lead to election related violence as attempts are made to manipulate the work
of polling and counting staff, or perception is rife that such manipulation is taking place. Taking
the human element out of the counting process can diffuse these tensions." (IFES)

« Doubts about the legitimacy of the winner could lead to conflict and violence.

"If there is a significant delay or lack of transparency in the transmission of results, confidence in
these results and, ultimately, in the entire election process, can be undermined. Whether those
results were accurate or not may become irrelevant if a post-electoral atmosphere is sliding into
political conflict or worse. Kenya 2007". (EC/UNDP)

- Another potential source of conflict: mistrust in the protection of the secrecy
of the ballot. (Secrecy of the vote is an internationally recognized human

right, and in some cases very necessary for a free vote, to avoid pressure and
retaliation)

NOTE: Systems with no paper trails > in case of problems the possibilities of audits, verification
and recount are limited.









